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Manual Deployment of UCS

Manual Deployment of UCS

This chapter describes procedures for manual configuration and installation of UCS and UCS Manager.

Creating or Editing the UCS Application Object

Prerequisites

¢ UCS requires one database (the main database). It can optionally use a second (archive) database to
store older UCS data and ease storage in the main database.

Procedure

1. Create the main and (optional) archive databases if you have not already done so. See also Creating
Databases and Running Scripts.

2. Run the SQL script located in the sql_scripts folder of the UCS starting directory.

3. Create a Database Access Point (DAP) for the main database. Create a second DAP for the archive
database if you have one. Use the JDBC connection type.

4. Create a UCS Application object if it does not already exist.

a. Import the UCS application template from the Interaction Management CD.
b. Create a new Application object based on the template.

Open the Properties dialog box of the Application object.

On the Server Info tab, enter the host name and communication port.

On the Start Info tab, enter the working directory.

© N o u

On the Connections tab, add connections to:
* Message Server
e Stat Server
e The two DAPs that you created in Step 3.
Click Apply.

9. On the Security tab, in the Log On As area, select the This Account check box, and then select a
Person or Access Group with privileges that are high enough to include write permission.

10. On the Options tab, ports section, specify for the option ucsapi a valid network port number that UCS
will use for connections from Java clients.
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Creating or Editing the UCS Manager Application Object

1. Create a UCS Manager Application object if it does not exist.
a. Import the UCS Manager application template from the Interaction Management CD.

b. Create a new Application object based on the template.

2. On the Connections tab, add a connection to UCS and click Apply.

Installing UCS on Windows

Prerequisites

e The UCS Application object has been configured.

e The Interaction Management CD.

Procedure

=

. Locate the Setup.exe for Universal Contact Server (available on the Interaction Management CD).

N

. Double-click Setup.exe.

3. Enter the login information for your Configuration Server:
* Host

* Port

e User

e Password

N

. Select the appropriate UCS Application object from the list.
. Click Install.

Ul

Installing UCS on AlIX, Solaris, or Linux

Prerequisites

e The UCS Application object has been configured.

¢ The Interaction Management CD.
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Procedure
1. Locate the install. sh file for Universal Contact Server.
2. Start the installation script with the command >install.sh.
3. Provide the absolute path to the directory containing the Java executable.
4. Press Enter to confirm the host name for the installation.
5. Enter the login information for your Configuration Server:
* Host
e Port
* User
* Password

6. From the list of applications, select one and enter its number in the list.
7. Press Enter to confirm the suggested destination directory, or choose another one.

8. Answer other questions, if required.

Installing UCS Manager

Prerequisites

* The Universal Contact Server Manager Application object has been configured.

¢ The Interaction Management CD.

Procedure

Locate and double-click Setup.exe for UCS Manager on the Interaction Management CD.
Click Next.

Enter or browse to the location of the destination folder. Click Next.

Select JDK version in the list. Click Next.

Click Install.

Click Finish.

o Uk w N H

Configuration Server access permissions

UCS requires the following access permissions:
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¢ Read permission for the Environment tenant and any other tenants configured in the UCS application.

¢ Full Control permission to the Category Structure and Screening Rules business attributes.

To prevent overwriting of object permissions, you must apply permissions to higher-level objects first
(for example, at the tenant level) before applying permissions to lower-level objects.

Open Configuration Manager and refer to the steps below for more information.

Environment tenant

1. Create an access group.

_ ; @
Sy —— ) A ¥ BBIXE-D-|E@-] L
| Folders Contents of YConfiguration/Environment’Access Groups'
7 Cenfiguration * | Mame
3 4 Environment Enter text here ?l

= 3 Access Groups

; I8 A G
A3 Access Group ccess brodp

4 Access Group Limited ACCEFS_GFDUP Limited
B Administrators ; Admlnlstrators
4 EVERYOME 45 New Access Group (0) [bsgensuite81jh:2020] Proper... M
4l Super Administrators ——
&) SYSTEM General | Annex|
A3 Users
|=) Action Codes
|7 Agent Groups
IC) Alarm Conditions Terart: | 4 Envionmert =]
I Application Templates
I Applications State Enabled
I Business Attributes
I Calling Lists
I Campaigns
I3 DM Groups
=4 Field=

ﬁ [WELCALCS Access Group -

2. Open the access group you created and create a user.
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onfiguration Manager - vide (vide), Server ensulte v. 8.1 .18 on port
Configuration Manager - vide (vide), Server bsgensuite81jh v. 8.1.100.18 on port 2020 ——
File Edit View Tools Help
’@ Access Groups v” lﬁ- % ID x - D - v‘ /':)
All Folders Contents of YConfiguration/Envirenment/Access Groups'
=) Cenfiguration * | Name
= &g\fironment Enter text here ?l
= Access Groups = i A
B Access Group B Access Gro| @ New Person () (0) [bsgensuiteB1jh:2020] Properties  SRES
B Access Group Limited ACCE.SS_GW
B Administrators &2 Administraf | | General | Ranks | Member Of | Annex|
A\ EVERYONE B EVERYONE B
23 Super Administrators SUF'E" Adm irst: M
(f SYSTEM L SYSTEM Last: -
A UCS Access Group Users B -
f i I S N —] )
[0y Action Code Shortcut to Person
&) Agent Group) @ Refresh |E| Employee 10: - ucs-user
[ Alarm Condi Cut E-Mail- -
[ Application 1 T - |
(=) Applications ; A Intemal Authentication
aste .
[ Business Attr - | 4 User Name: | ucs-user M |
| Calling Lists @ Disable Eter Pt
| Campaigns % Delete B 1
[ DN Groups Re-enter Password: i
[ Fields Properties
[El Filters Dependency Edemal Authentication
|5y Formats Extemal User ID: -
=) Hosts Wizard 2
) VRs State Enabled [ 1= Agent
|51 Objective Tables -
[ Persons |@| I OK I [ Cancel ] [ Apply l ’ ksl l
[ Place Groups
# [ Places

3. Assign Read and Execute (RX) permissions to the Environment tenant.
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1Al Folders

Contents of YConfiguration/Environment'

|=) Cenfiguration
= 4f Environment

B I Access Groups

+ | Name

Enter text here ?l

I

S

) Acc Envircnment (1) [bsgensuite§1jh:2020] Properties ==
A 9 j . [ % ]
Acc
3 Adn | General | Annex| Security | Dependancj|
uf|| T | -
A Sup| Object Permission” )
Svs Ve el Add [ = |
ucs Object: e 9
-Use [F] Repiace Per List Names From: | M Environment i Special Access - ‘ u
@ Action Y i Object: Tenant "Environment”
= Agent Name A SYSTEM Name:
=) Alarm & SYSTEM #5 Access Group
=) Applica § Enviorment | | %5 Access Group Limited ) Full Control (All Propagate
) Applica § Envirorment &Administmtors @) Other
| Busines & Environmenrt &Super Administrators —
[ Calling & Environmenrd & LICS Access Group Hcadli] ealNE e
=) Campa £ Envirormert £ Users [CCreate (C) I
3 DN Grol #5 Environment [] Change (H)
) Fields Exscute (X) |
[ Filters [ i ] [Sh"“‘ ey [C] Delete (D)
Formats S
+ g Hosts Add{Names: "] Read Pemissions (E}
=) VRs Environment'UCS Access Group; [[]Change Pemissions (F)
=) Objecti
& pesond | [ [0k
@ () Place G O ! [ ok | [ cancel | Help
=) Places Type of Access: | Special Access
I3 Roles
I Scripts [ OK ] [ Cancel ] [ Help ]
=) Skills \
1 (= Salutions [ ok | [ cancel | [ Add. | [ Remove | [ Hep
< | m
Displays the properties of the selected item. - 3 | ON lir
UCS tenants
1. Assign Read and Execute (RX) permissions to the tenants configured in the UCS application.
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| Folders Contents of “/Configuration/Environment'
=) Skills * | Name
) Selutions Enter text here 7T
|5y Statistical Days
[ Statistical Tables | Object Permission |i|
E A defaultTen Object: Tenant "default Tenant™
g General |.|'\r1 Dﬂeplap;.i:msﬂmﬂmmveh - ——
= Permissior] Name Spedial Access i
5Y3 3 . -
=i E fEnv List Names From: | Environment Object: Tenant "default Tenant”
] = 3 v Names: Name:
(= 3 e | | @BEVERYONE
3 4 def #oderd] | | SYSTEM ) Full Cortrol (All Propagate
= #defa 5 Access Group i@ Other
© #iEn | | iRocsss Group Limted Read (R) Read & Excute (RX)
= £y 5 Administrators Flcre
=] £ Eny 5 Super Administrators a=E]
I 5 UCS Access Group [C| Change {H)
I s Users Execute (%)
I [] Delete (D)
I [ Add l [Show Usersl I [7] Read Pemissions (E)
= d Add Names: ["] Change Pemissions (F)
Environment%UCS Access Group;
|
= § ok | [ Conced | [ Heb |
' Type of Access: | Special Access
ype CEss: ia
E=
Enesys Desl [ OK l [ Cancl l [ Help l
&Y Genesys Desktop Webcall y.

2. Assign Full Control permission to the Category Structure business attribute. Ensure all Propagate

check boxes are selected.
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[T Agent Groups

= [C7) Business Attributes
& Business Group
& Business Result
& Case Data
& CaselD
& Category Structure
& Contact Attributes
& Customer Segrnen
& Disposition Code
& E-mail Accounts
& Email Descriptions
& Genesys Desktop ¢
& Genesys Desktop W
&% Hobby
& Interaction Attribuf]
& Interaction Custor
& Interaction Subtyp
& Interaction Type
& IVR Application Ma
& IVR Speech Recogn
& IVR Technical Resu
&% VR Technical Resu
% IVR Text To Speech
& Language
& Media Type

= | Name

i Category Structure (1014) [bsgensuite81jh:2020] P‘ro...l. 22 |

Securty

Permissions

View or set permission information on the

selected itemis).
Object Permission

|| Replace Pemmissions Recursively

Object: Business Aftribute "Category Structure”

Mame

# Environment'wide
ﬁdefauhTenant\Mministmtors
ﬁdefauhTenant\Users
& Environment\Access Group Limited
& Environment'\Super Administrators
& Environment\UCS Access Group
% Environment'\Users

Access

Full Control
Full Control
Special Access(RX)
Full Control
Full Contral
Full Control
Full Control

-
=]

o
o

I}
[
o

FREEEEEE

m

Type of Access: | Full Control

7]

OK || Cancel || Add. | [ Remove ||

Help

] i

i g

2

& Phone Mumber De:

@ o [ .

3. Assign Full Control permission to the Screening Rules business attribute. Ensure all Propagate check

boxes are selected.
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(IR 2 i AFHILSILE W VT TTIU QLA R T ST AL LT DU

|5 Agent Groups * | Name

= Busjness Attributes - . =_.‘|
& @ Screening Rules (1015) [bsgensuiteEljh:ZiDZO] Prope.. | 2 |
i
|| [Gorea [ e Secuts
& Permissions - |
& . View or] ©bject Permission - u
& . selected
a Object: Business Attibute "Screening Rules”
& [] Replace Pemissions Recursively
& ! —
& Mame Access Propagate -
& § Environment'wide Full Cortrol
e # default Tenant Administrators Full Cortrol
& 5 default Tenart' Users Special Access(FX)
& 5 Environment'\Access Group Limited  Full Control
& 5 Environment'\Super Admiristrators Full Contral I
& ﬁ Environment'\UCS Access Group Full Cortrol
a &Environment\Users Full Cortrol -
i
& Type of Access: [Full Control v]
3 |
2 [ ok || cancel || Add. || Remove || Hep |
i
]
& 0 [
&l

& Reason Code
a Root Interaction ID
& Screening Rules

4. Repeat these steps for all tenants configured in the UCS application.

UCS application

1. Assign the user you created in the Environment tenant section to the UCS application. Also add this user
to the backup UCS application, if it exists.
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| e

ﬁ UCS (169) [bsgensuite81jh:2020] Properties

General I Tenants I

Connections I Cptions | Annex | Security | Dependency

Pemissions

] selected tem(s).

Log On As

) SYSTEM Account

@ This Accourt:  Environment]

Wiew or set permission information on the

L hdail Comene |_‘ 5.1.000.06 True

N 8100005  True

8100005  True

Serverinfo |  Start Info 8100005  True

8140012  True

8100107  True

8100107  True

g’ n 1 10113 Trie
Add User | .~ e

Mames:

List Mames From: [,ﬂ Ervvironment

§ limited ()

§ default (default default)
§ =nv_NoSIPIM (Environmert User with no SIP 1...

§ test? (Person)
§ ucsuser()
§ vide (vide )

Add Mame:

Show Users Members. ..

Search. ..

Environment wucs-user

| ok | | Cancel |

[

@ [ ok [ Cancel

=T ]

2. If you intend to use UCS Manager, you must log in with the user account that has Change (write)

permission for the UCS application object in Configuration Server.

eServices Deployment Guide

12



Manual Deployment of UCS
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-

[ UCS (169) [bsgensuite81jh:2020] Properties

General |

Tenants | Server Infa | Start Info

Connections I Options | Annex | Security | Dependency

Pemissions

-

Object Permission

Object: Application "LUCS"

MName

{8 EVERYONE
i SYSTEM
§ Environment'default
§ Environment'\vide
= £ Environment' Acce
i 5 Environment' Admini
— 5 Environment' Super A1
& Environment \UCS Ad)
— ,ﬁ Environment' Users

=

Special Access

—

Ohbject: Application "UCS"
Mame: Environment'UCS Access Group

(™) Full Cortral (401)
(il I:I‘Lher
Read (R) Read & Execute ()

Execute (X)

("] Delete (D)

[ Read Pemissions (E)
[ Change Pemissions (F)

Restart UCS servers

Finally, restart the primary and backup UCS instances to apply the changes.

eServices Deployment Guide

13



	eServices Deployment Guide
	Manual Deployment of UCS

