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[snmp-v3-auth] Section
This section contains options used to mask and encrypt the SNMPv3 user password used for
authentication. Refer to the Genesys Security Deployment Guide for information about this feature.

This section must be called snmp-v3-auth.

password

Default Value: No default value
Valid Value: A valid password
Changes Take Effect: After restart

The user password for authentication in the SNMPv3 system. This option causes the SNMPv3
password to be masked in Genesys Administrator to prevent others from seeing what is being typed.
This option also causes Configuration Server to encrypt the password when storing it in the
Configuration Database.

Important
Do not use this option and the v3auth_password option in the same SNMP Master
Agent.

[snmp-v3-auth] Section

Configurations Options Reference Manual 2

https://enu.docs.genesys.com/Documentation/System/latest/SDG/Welcome

	Configurations Options Reference Manual
	[snmp-v3-auth] Section

