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provider

Default value: none
Valid Values:

• MSCAPI - MS-CAPI keystore
• JKS - Java keystore
• PEM - PEM keystore

Changes Take Effect: After restart
Specifies the type of trusted storage. If empty, TLS support is disabled for connections between Co-
browse Server and other Genesys servers.

Tip
The provider option was named trusted-ca-type in Co-browse 8.1.3 releases.

trusted-ca

Default value: none
Valid Values: Valid file name
Changes Take Effect: After restart
File name for JKS trusted storage type or trusted CA in PEM format.

truststore-password

Default value: none
Valid Values: Any sequence of characters
Changes Take Effect: After restart
Password for the JKS trusted storage.

Tip
The truststore-password option was named trusted-ca-pwd in Co-browse 8.1.3
releases.
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