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Genesys Security Pack on UNIX Release Notes

Genesys Security Pack on UNIX is part of 9.x starting in 8.5.100.13.

Release
Date

Release
Type Restrictions AIX Linux Solaris Windows

11/03/20 General X X X
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Helpful Links
Releases Info

• List of 8.5.x Releases
• 8.5.x Known Issues

Product Documentation

Management Framework

Genesys Products

List of Release Notes

What's New

This release contains the following new features and
enhancements:

• Security Pack now uses OpenSSL version 1.1.1g for Linux
operating system. Genesys Security Pack with FIPS 140-2
encryption module is based on OpenSSL 1.0.2 implementation.
(MFWK-23220)

• Security Pack now supports TLS 1.3. Strict "TLSv13" protocol
support is available with the commonlib versions 8.5.100.80 and
higher in Genesys components. (MFWK-23171)

• Security Pack supports creation of SAN certificate with the
create_cert.sh file. This can be done by using the two new
keys, -SANdomain "list" and -SANip "list". (MFWK-22937)

Resolved Issues

This release contains the following resolved issue:

The RFC 4366 violation has been fixed. Security Pack no longer sends IPv4 and IPv6 addresses in the
server_name extension. (MFWK-23051)

Upgrade Notes

No special procedure is required to upgrade to release 8.5.100.25.
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