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Web Application Security
Genesys software provides web application security that meets or exceeds industry-wide security
standards and recommendations defined by governing bodies and security-related organizations.

Genesys provides protection from the following weaknesses:

• Open Web Application Security Project (OWASP)
• RESTful Web Services

Some Genesys products include bundled web servers. Web Servers should be hardened to comply
with your corporate standards. Considerations may include (but are not limited to): activating SSL,
hiding management consoles, removing default error pages, and configuring session cookie
attributes.
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